IHE Technical Framework Change Proposal

Tracking information:

	IHE Technical Framework Domain
	IT Infrastructure

	Change Proposal Number (assigned by Domain Technical Committee)
	Atna_157

	Change Proposal Status:
	Approved

	Date of last update:
	Oct 23, 2006

	Person assigned:
	Rob Horn


Change Proposal Summary information:

	PRI header

	Submitter’s Name(s) and e-mail address(es):
	Maarten Visser Maarten.Visser@med.ge.com

	Submission Date:
	2006-02-23

	Integration Profile affected:
	ATNA

	Version of IHE Technical Framework:
	Revision 2.0 Final text

	Volume(s) and Section(s) affected:
	Volume 1, Section 9.3

	Rationale for Change: The current profile defines the usage of the  syslog, for this a header should be included. Part of this header is the PRI par, formally this is not required but it will be in the future. Currently there is no definition of this part of the syslog header.

I think there are two solutions for the missing definition of the PRI header

1)The ATNA profile states that information like type of log message, severity is already included in the XML audit message so it would be duplicate to map it to PRI values. ATNA defines dummy value for the PRI header. This leads maybe to the fact that non IHE aware syslog repositories cannot process the messages. But I think this is fine, because the profile is written for IHE aware repositories. We use the standards to the amount that IHE needs it.

2)ATNA profile and profiles that use this profile defines the way to map the audit message to the needed PRI header information. It would probably difficult to get all the mappings from the domain of IHE defined messages to the syslog definitions




Add the following bullet to the list in 3.20.6.3.2
· The PRI field shall be set using the facility value of 10 (security/authorization messages).  Most messages should have the severity value of 5 (normal but significant), although applications may choose values of 4 (Warning condition) if that is appropriate to the more detailed information in the audit message.   This means that for most audit messages the PRI field will contain the value “<85>”.  Audit repositories shall be prepared to deal appropriately with any incoming PRI value.
