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	Rationale for Change:

The following comment was received during the public comment period for the ‘Radiology Audit Trail Option on ATNA’ and it was determined by the Radiology Technical Committee to be something that should be addressed in the base ATNA profile:

It is not clear whether a single Secure Node actor an it be assumed that any actor will send audit messages using either the legacy implementation or the new one? (E.g., They should not be allowed to send a mix of messages in both formats. This is in the interest of an audit repository that wishes to validate the completeness/ well formedness of incoming audit messages and would rather not determine the validation rules to use on a per message basis...only on a per actor basis).

At a minimum, the expectations should be clearly stated either way (even if the same Secure Node Actor is allowed to send an IHE Interim Audit message and later send an audit message using the IETF-based payload format).




Add the following bullets to the list in Section 3.20.6.3.2

· The source process or application shall be identified in the “TAG” field of the message.  The format of “uniquename[pid]:” is commonly used.  The tag field shall be configurable.
· All messages using the same TAG field shall use the same message schema.  
Note:
If for some reason the application must use more than one schema for its audit messages, then it shall use different application names in the TAG field so that each TAG is associated with a single schema.

